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ABSTRACT

In this paper, threshold cryptographic techniques has been analyzed and studied. Threshold based ECC algorithm
has been implemented using GMP tool and their performance have been evaluated. The result shows that it is an
effective technique to encrypt the data required in networking, when the given shares of each shareholder are up to
1024 input bits. In threshold cryptography we not only rely on one person but on several people for the decryption
of our message.
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1. INTRODUCTION

Threshold cryptography is used to protect the information by using the distributed key among the several
servers and not by giving it to a single server [1]. It is proved to be an effective technique for key distribution
and decryption.

The cipher text is provided by the key value entered for encryption along with the text . Then the given
cipher text is to be transmitted. When the recipient received the cipher text, it is decrypted to recover the
plain text which cannot be decoded by the eavesdropper, as the key is not known to him. [2]. In this paper,
we discuss various techniques to implement threshold cryptography effectively in real life scenarios.

2. METHOD

Shamir [11] discussed about the secret key, for signing the documents digitally for a single entity and
explained threshold scheme problem as:

The data (D) is divided into (Di), so that the number of Di helps to compute D easily and k-1 helps to
determine D easily.

The concept given by Shamir is used in Threshold Cryptography and act as a building blocks. Different
problems occurred during the signature generation are:

1. The issue of leaked master key and

2. Modified data after being signed and

2.1. Introduction to Elliptic Curve Cryptography

Neal Koblitz and Victor Miller proposed an Elliptic Curve Systems, which was first implemented in 1985.
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• ECC is totally based on N.P. hard Problems that defines the complexity of discrete algorithm.

• It is used in embedded devices where processing and space capacity is less with power consumption.

• Elliptic Curve Cryptography is widely in new trends of E-Commerce and Network Security.

• In a given curve, Elliptic Curve Cryptography takes two points and combined them to get the final
curve [3]

Using an equation with two variables , we can define an elliptic curve cryptography known as “finite
field” where set is defined by the variables and coefficients [3] defined as:

y2 + (a)xy + by = x3 + (c)x2 + (d)x + e (1)

where the real number values are given by a,b,c,d and e along with the x and y values, that are dependent on
real numbers. The equation of ECC is also defined as:

y2 – x8 + (d)x + e (2)

In ECC, the EC defines the number of the set where the group is calculated that means when we
perform. an operation of two elements in a given set will provide the same set and operations of two
elements.

High level of security is provided by ECC in terms of bit or key value. It is explained in terms of public
key, performance, high efficiency, minimum consumption of power and hardware requirements [4]. It uses
mathematical and algebraic calculation of curves using finite fields [5]. Here, a finite field is defined in
terms of variables and functions.

One of the application of ECC is that , it is used in Wireless Sensor Networks using various Public Key
Cryptographic algorithm that helps in execution using minimum number of key size and its signatures or
signing document is comparable to RSA. As we know that an ECC needs 160 bit keys as compared to 1024
bit keys of RSA for same level of security. [9]

2.2. Introduction to Threshold Cryptography

Sharing of a key in a Threshold Cryptography by the number of users engaged in encryption or decryption
of a message or to share the message either before or after encryption[13]. It avoids trusting and engaging
only one node for transmitting of message. Hence, the primary objective is to share this authority in a way
such that each individual node performs a calculation on the message without knowing the secret key.

Threshold cryptography provides distributed architecture in a cryptographic environment For encryption
or decryption of a message, nodes called threshold t is used. Suppose, there will be the n number of partie
then it is known as threshold cryptography based system defined by (t,n), if the value of ‘t’ of the given
share can perform the decryption of the cipher text and the signature is created using least t number of
shares. Therefore, the threshold schemes includes the generation of key, to encrypt the data, generation of
shares and verification, and finally combining all these parameters to get the data secured. Hence, Threshold
Cryptography till compromising nodes are less than t since it is difficult to decode partial messages if the
number is less than the threshold.

Threshold cryptography provides confidentiality, integrity of data against malicious nodes that also
provides verified data sharing. In Threshold cryptography, all these can be achieved without revealing the
concerned secret key. [10]

2.3. Shamir’s Scheme based on Secret Sharing

In this method, n parties are messages, or involved to carry shares, say s(i) of the given we can say secret
messages, so that the set s1, s2 to sn, the number of parts can easily determine the concerned message.[15]
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It is an efficient secret sharing method if no relevant information is given by subset or parts of given shares
that provides the secret key.

2.3.1 Using two party secret sharing scheme: Suppose the given secret s, encoding in the integer
form of Z/mZ. Also assuming that s1and s2 of the form Z/mZ generated randomly by a party. Then, the two
namely s1 and s-s1 shares are defined, separately. Finally, the secret share is recovered i.e. s = s1 + s2.

2.3.2 Using multiple party secret sharing scheme: Suppose secret s is using n number of parties then
generate n – 1 shares i.e. s1, s2 upto sn – 1 randomly and set

1
1 .n

n is s �
�� � � (3)

Finally, the secret is obtained as

s = 1
n
i is�� (4)

In this method using n members to carry shares i.e. s( i ) of the given message s, using any value of t to
reconstruct the message again, but t – 1 cannot be done easily. It is secured and accurate method if, the
value of secret s cannot be revealed.

2.3.3 Introduction to Shamir’s threshold scheme: Shamir provide a (t, n) threshold method called
Lagrange interpolation also known as classical algorithm. Here, Lagrange interpolation theorem is discussed.
Lagrange Interpolation defines t distinct points say (xi, yi) of the given form in terms of (xi, f(xi)), where
f(x) is defined by a degree of polynomial less than the value of t, then function f(x) is explained by:
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In Shamir Secret Sharing scheme, we put the value a0 = M (message) and a1……..at-1 and coefficients
are assigned randomly for this polynomial. We get

1
0( ) t k

k kf x a x�
�� � (6)

But to generate the shares we put numbers of different values of x. As a resultant, we get n number of
f(x) values and that are our shares by computing f(i) , where 1< i <n . The given shares i and f(i) ) are shared
among different members of the group. Now to recover the message ,explained by equation (7), our constant
term a(0) holds our message .We can easily get our message back from t number of shares (i, f(i)) by putting
i = 0, that is

f(0) = a0 = M

( ),i I i i j I
j i

i
c f i whereeach c

j i� �
�

� � �
� (7)

3. ALGORITHMS USED

3.1. ECC algorithm

The elliptic curve equation is defined as:

y² = x³ + (a)x + b (8)

The different values of (a and b) defines the equation of elliptic curve. Using the (x and y) points that
satisfied the equation for the (a and b) value at infinity point. The point is defined by public key on the
curve and the random number is generated by private key. The multiplication of ‘P’ generator point with
private key generates the public key. [6]
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3.1.1. At the Sender End

1.  Point P is taken from the elliptic curve equation .

2. The private key ‘d’ or a number is selected randomly .

3. With the given value of private key and P, The sender will generate the public key (Q = d*P).

4.  Curve ‘E’ has the point ‘M’ to send the message.

5.  Select ‘k’ randomly from the value [1 to (n-1)].

6.  The strings (C1 and C2) are generated known as cipher text.

7.  Finally, C1 and C2 are generates the encrypted message.

Figure 1: Encryption at sender end

3.1.2. At the Receiver End

1. Cipher texts C1 and C2 used by the receiver for decryption of M .

2. For decryption of message M, private key is used decrypt M.

3. The private key ‘d’ is used by the receiver where M = [C2 –(d*C1)].

4. Hence, original message ‘M’ is received.

Figure 2: Decryption at the receiver site
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3.2. Threshold Cryptography Algorithm

3.2.1 For Generating Shares

1. Sender enters the message M.

2. Sender also enters the number of shares (say n ) he wants to generate and the minimum number (threshold
number say t ) of shares he want to use to recover the message back.

3. Using Lagrange interpolation algorithm, we compute a lagrange polynomial (that is f(x)) whose constant
term is our message M that is a

0
 = M. Other constant terms (a

1
, a

2
 , ….. , a

t-1
) are randomly set. The

degree of this polynomial is one less than the threshold number that is t-1.

4. Now we generate shares by substituting x with the values 1 to n.

5. Now we have our n number of shares in the form ( i , f(i) ) where 1� i � n

6. We send these shares to n different number of people.

3.2.2. For Recovering the Message

1. In order to recover the message M , we at least need threshold number of shares.

2. We combine these shares using a formula and as the constant term of our lagrange polynomial was our
message M, we substitute x with 0 as f(0) = M.

3. Finally, we get our message back.

Figure 3: Threshold cryptography algorithm



508 Shailendra Singh Gaur, A. K. Mohapatra and Sarfaraz Masood

3.3. Proposed Cryptographic Algorithm (Threshold Cryptography Based ECC Algorithm):

3.3.1. At the Sender’s End

1. Point P is taken from the elliptic curve equation

2. The private key ‘d’ is generated by the sender randomly.

3. Now the sender enters the message M.

4. This message is then processed by the threshold cryptographic algorithm in order to generate the shares,
as explained by equation number (7).

5. Now sender enters the number of shares (say n) he wants to generate and the minimum number (threshold
number say t) of shares he want to use to recover the message back.

6. Using Lagrange interpolation algorithm, we compute a lagrange polynomial (that is f(x) ) whose constant
term is our message M that is a

0
 = M. Other constant terms (a

1
, a

2
 , ….. , a

t-1
) are randomly set. The

degree of this polynomial is one less than the threshold number that is t-1, as explained by equation
number (6).

7. Now we generate shares by substituting x with the values 1 to n.

8. Now we have our n number of shares in the form (i, f(i)) where 1� i � n.

9. Now we encrypt theses individual shares using the Elliptic curve cryptography algorithm.

10. For each share we generate two cipher texts C1 and C2 with the help of another random number (that is
K).

11. C1 is generated as : C1 = K.P

C2 is generated as : C2 = M + K.Q

12. As we can see in the above steps , we are multiplying a scalar K with co-ordinate points (X,Y). This is
not a normal multiplication. This process involves point multiplication and point addition algorithms.
An algorithm called point doubling is also used.

13. Now these cipher texts are transmitted to n number of people.

14.

3.3.2. For recovering message back

1. Now n people receive encrypted shares.

2. These encrypted shares are then decrypted using ECC decryption algorithm.

3. For each share we have two cipher texts C1 and C2.

4. Each person decrypts the share using the private key that is d by a Share = C2 – d.C1

5. In this way all the shares can be decrypted.

6. Now in order to recover the original message M , we at least need threshold number of shares.

7. We combine these shares using a formula and as the constant term of our lagrange polynomial was our
message M, we substitute x with 0 as f(0) = M, as explained by equation number (7).

8. Finally, we get our message back.

4. RESULT

4.1. Elliptic Curve Cryptography

This algorithm has been implemented by using these codes. Different length of 1 bit, 2 bit and upto 10 bit
of messages are given as an input to ECC. Then, a random number is generated. Sender has a The private
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key used by the sender is only issued to the concerned person at the receiving side. The carrier will receive
the two cipher text and issued public key, that means we are getting a encrypted message. After receiving
the cipher text, message is decrypted using private key to get the original message.

Figure 4: Threshold cryptography based ECC algorithm

Figure 6 : Output of 10 bit numberFigure 5 : Output of 1bit number
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4.1.1. Analysed Output

Output at the sender’s side

Figure 7 : Output at sender’s side

Output at the receiver’s side

Figure 8: Output at receiver’s side

Here, the results shows that the Encrypted and Decrypted messages are same.

4.2. Threshold Cryptography

For[12] threshold cryptography algorithm we have used SHAMIR SECRET SHARING SCHEME. We
have implemented it in C language using GMP library.
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Figure 9: Threshold cryptography

4.3. Threshold Cryptography Based ECC Algorithm

We have combined threshold cryptography and elliptic curve cryptography concepts and designed an
algorithm using GMP library.

Figure 10: Threshold based ECC

Figure 11: Threshold based ECC
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5. ANALYSIS

5.1. Comparison of Threshold cryptographic algorithm and proposed algorithm

1) Threshold Cryptography based ECC algorithm provides double level of authentication as compared to
Threshold Cryptographic based ECC algorithm.

2) Encryption in Threshold Cryptography based ECC algorithm is done by number of shares and cipher
texts.

3) In Decryption , shares are decrypted using Lagrange interpolation of ECC as compared to private key of
ECC algorithm.

Table 1
Comparison of various cryptographic algorithm

Parameters ECC Algorithm Threshold Cryptography Proposed Novel Algorithm
Algorithm

Level of Authentication Single Single Double

Encryption method Cipher texts Generated N number of Generated N number of required
C1 & C2 are generated required shares. shares and encrypted using ECC.

Decryption method Private key of receiver Threshold (T) of shares Shares are decrypted using ECC i.e.
used are selected Lagrange Interpolation

5.2. Comparison of Threshold cryptographic algorithm and proposed algorithm:

Table 2
Comparison of algorithms on various parameters

Parameters Threshold Cryptography Algorithm Proposed Novel Algorithm

Splitting of Shares Lagrange Interpolation Shamir Secret Sharing Algorithm

Message Encryption Shares Generated Shares and Cipher texts Generated

Message Decryption Lagrange Interpolation Lagrange Interpolation

5.3. Comparison on the basis of shares generated and index of shares

Input Parameters

1) Secret Message : 1010

2) Number of shares: 6

3) Threshold value : 3

Table 3
Comparison of algorithms based on number of shares and threshold values

Number of Shares Threshold Cryptography Algorithm Proposed Novel Algorithm

 Shares Generated Index of Share (4) Shares Generated Index of Share (4)

1 1027 1027 20 20
2 1064 1064 38 38

3 1121 Nil 64 Nil
4 1198 1198 98 98
5 1295 1295 140 140

6 1412 Nil 190 Nil
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1) Proposed algorithm provides double level of encryption as compared to threshold cryptography
algorithm.

2) Reduced length of shares generated in the proposed algorithm as compared to shares generated in
Threshold cryptography algorithm.

3) Minimum execution time is required to generate the output in the proposed algorithm .

It took 9 seconds for the algorithm to generate this output. We have plot two graphs. One for the shares
generated for the input 1010 and one graph illustrating the encrypted shares which are encrypted using
ECC algorithm.

Figure 12: Encrypted shares for 1010 Figure 13: Generated shares for 1010

For each share we have two cipher texts. Therefore for each point in the graph Fig. 15 we have two
points in the graph Fig. 16.

Here, same key is used for encrypting all the generated shares, so the cipher texts generated will vary
very little from each other but still nobody can get the original message back without using the key. If
different keys would have used for encrypting each individual share then the cipher text generated must
have varied too much from each other.

6. CONCLUSIONS

Elliptic Curve Cryptography along with digital signature covers various security aspects -like Message
Integrity, Authentication and non-repudiation of a message and provide confidentiality .

Elliptic Curve Cryptography provides secured transmission and services like mobile communication,
wireless sensor networks using cryptographic techniques and encryption techniques etc. A lot of research is
required in the field of communication and its security. [16]

Threshold cryptography enhances security by dividing the secret key into several bits. It is a
very effective technique for encrypting data, in which the shares of each shareholder are refreshed
periodically. It maintains the security by interchanging the shares among its shareholders to prevent
unauthorized access.
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7. FUTURE WORK

As a part of future work, we can interface the Threshold Cryptographic techniques with the Clustering
techniques to make the Wireless Sensor Networks, more secured. Secondly, the concept of Cloud Computing
with ECC can be introduced. The biometric values can be introduced and then encrypt them using our
Elliptic Curve Cryptography based Threshold Cryptography. With the growth of Wireless Sensor Networks
in coming years, it is required to consider the security aspects of services like mobile communication and
its secured transmission. Using data aggregation in secured WSN, the proposed algorithm can reduce the
power consumption and key size.
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