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ABSTRACT

Financial losses due to financial statement frauds are increasing day by day in the world. Financial fraud is an
issue with distant reaching consequences in the investment industry, government, corporate sectors, and for
ordinary consumers the business recognizes the difficulty and is just now starting to act. Although prevention
is the best way to decrease frauds, fraudsters are adaptive and will regularly find ways to circumvent such
measures. Detecting fraud is important once preclusion device has failed. Several data mining algorithms have
been developed that allow one to extract applicable knowledge from a huge amount of data like fraudulent
financial statements to detect FSF. Financial statements are account of economic flows of a business. Generally,
they include balance sheets, income statements, cash flow statements, statements of retained income, and
some other statements. In a nutshell, the financial statements are the mirrors of a company‘s financial status.
This paper presents implementation of two data mining techniques namely K-Means Clustering Algorithm and
Genetic Programming. Performance of both the techniques is analyzed and results are presented
comprehensively.
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1. INTRODUCTION

Financial statement frauds have conventional considerable awareness from the public, the financial people and
regulatory body because of a number of high profile frauds reported at huge corporation such as Enron, Lucent,
and WorldCom and computers over the last few years. Falsifying economic statements mainly consist of elements
manipulating by overstate assets, profit, or understating liability. detecting organization fraud using usual audit
procedures is a difficult task. First, there is a shortage of knowledge concerning the characteristics of management
fraud. Second, most auditor lack the knowledge necessary to detect it. Finally, financial managers and accountants
are purposely trying to deceive the auditors. For such managers, who understand the restrictions of an audit,
standard auditing procedures may be unsatisfactory. These limitations suggest the need for extra analytical procedures
for the effective revealing of false financial statement. Information and data mining methods have been apply
successfully to detect activities such as cash laundering, e-commerce credit card fraud, tele-communications fraud,
insurance fraud, and computer interruption etc. FSF is complicated and detect them is difficult. People tend to
inquiry about how to do it and how efficient they are. The main purpose this study is to provide a comprehensive
review on financial fraud detection (FFD) process. Select data-mining-based method that have been use in FFD
were examined.
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2. REVIEW OF LITERATURE

2.1.Financial Fraud

Financial fraud can be generally defined as an intentional act of deception involving financial transactions for principle
of personal grow Fraud is a offense, and is also a civil law violation. Many fraud cases involve complicated financial
business conducted by ‘white collar criminals’ such as business professionals with specialized knowledge and
criminal intent.

2.2.Evolution of Financial Statement

Financial statement fraud within particular has transmit rapidly increasing adverse impact not only on entity financier
but the overall constancy of global economies. Although there are minor variation in its meaning, a financial statement
fraud is defined by the organization of Certified Fraud Examiners as ̄ The on purpose, deliberate, misstatement or
omission of material facts, or accounting data which is misleading and, when careful with all the information made
available, would cause the reader to revise or alter his or her judgment or decision.

One more motivation for organization fraud is the need for continuing growth. Financial unable to achieve
similar results to past performance may engage in fraudulent activities to maintain previous trends. Financial who
are growing rapidly may exceed the monitor process capability to provide proper supervision. As a growth measure
here the Sales Growth (SALGRTH) ratio is used, a number of accounts, which allow a one-sided estimation, are
more difficult to audit and thus are prone to false misrepresentation. Financial records Receivable, inventory and
sales fall into this category.

2.3.Financial Statement Fraud

• Manipulation of financial report.

• Intentional exclusion of events, transactions, accounts, or other important information from which monetary
statements are prepared.

• Misapplication of accounting principles, procedures used to measure and policies, recognize, report, and
disclose business transactions.

This Application is a tool for the auditor in exposure of falsified financial statements. Traditionally,
auditors are accountable for detecting financial statement fraud. With the appearance of an increasing
number of financial that option to these unmerited practices, auditors have become overburdened with the
mission of detection of fraud. Various technique of data mining are being used to reduce the workload of
the auditors.

Even though the improved of time and effort that has been spent to detect the same, the number of detected
frauds and the finding rate have mostly decreased. When the executives who are involved in financial fraud are well
attentive of the fraud detection techniques and application, which are usually public information and are easy to
obtain, they are likely to adjust the method in which they commit fraud and make it difficult to detect the same,
especially by obtainable technique. There exist an urgent call for new methods that is not only efficient but effective
to catch up with these possible newly emerge or adaptive financial shenanigans. This paper provides an overview
of existing financial mischief and their trend, and new structure to detect evolutionary financial statement fraud is
suggested.

3. ENHANCEMENT PROCESS

3.1.K-Means Clustering Algorithm

K- Means is one of the simplest unverified learning algorithms that explain the well known clustering problem. The
procedure follows a easy and easy way to categorize a given figures set through a certain number of clusters



Fraud Detection in Financial Statement using Data Mining Technique and Performance Analysis 409

(assume k clusters) fixed a priori. The major idea is to define k centroids, one for every cluster. These centroids
should be placed in a wiliness way because of different location causes different result. So, the better option is to
place them as much as probable far away from each other. The after that step is to take each point belonging to a
given data set and associate it to the adjoining centroid. When no point is pending, the first pace is completed and
an early group age is done. At this tip it is needed to recalculate 

=
k‘new centroids as barycentre of the clusters

resultant from the previous step. After these k new centroids are obtain, a new required has to be done between
the same data set points and the adjacent new centroid. A loop has been generate. As a end result of this loop it
may be noticed that the k centroids change their position step by step until no more change are done. In other
words centroids do not move any more. Finally, this algorithm aim at minimizing an objective function, in this case
a square error function. The objective function is
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3.2.Multi-Layer Feed forward Network

Multi Layer Feed neural networks, trained with a back-propagation learning algorithm, are the most popular neural
networks. They are applied to a wide multiplicity of chemistry related troubles. A MLFF neural network consists
of neurons that are ordered into layers. The primary layer is called the input layer, the last layer is called the output
layer, and the layers between are secreted layers For the formal explanation of the neurons mapping function r is
used, which assign for each neuron I a subset T(i) subset of V which consists of all ancestors of the given neuron.
A subset T(i) subset of V than consists of all predecessor of the given neuron i. Each neuron in a particular layer is
connected with all neurons in the after that layer. The relation between the ith and jth neuron is characterized by the
weight coefficient wij and the ith neuron by the threshold coefficient ²i. The weight coefficient reflects the degree of
importance of the given correlation in the neural network. The output value (activity) of the ithneuron x

i
 is determined

by the following equations.
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4. EXPERIMENT AND RESULTS

The ultimate step of the structure is used for measuring the performance and judging the efficacy of data mining
methods. Performance of association rules generated in this study has been measured with the help of accuracy,
time taken, and memory space (Table 2). The algorithm for K-means, Multi-Level Feed Forward Network,
Genetic Programming and is given below. The 3 data mining methods used for detection of economic statement
fraud are compared on the basis of two method K-means produces best accuracy, time taken second.

4.1. Comparison of Various Dataset financial record set sample data

4.2. Comparison of Various Dataset using Algorithms.

Performance matrix indicating the accuracy, time taken of the three methods used in this study is given in
Table 2.
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Table 1
Sample Dataset Financial

S no Financial Items / Ratios Financial Amount Ratio

1. Debt 1.345 0.028

2. Inventory / Primary business income 3.031 0.001

3 Inventory/Total assets 17.468 0

4 Net profit/Total assets 3.035 0.001

5 Accounts receivable/Primary business income 6.099 0.018

6 Primary business income/Total assets 3.038 0.001

7 Primary business income/Fixed 3.055 0.001

8 Cash/Total assets 2.918 0.001

9 Inventory/Current liabilities 6.744 0.001

10 Total debt/Total assets 2.851 0.001

11 Long term debt/Total capital and reserves 4.266 0.014

12 Deposits and cash/Current assets 2.932 0.001

13 Capitals and reserves/Total debt 2.213 0.003

14 Gross profit/Primary business profit 3.847 0.008

15 Accounts Receivable / Sales 1.702 0.021

16 Working Capital / Total Assets 2.906 0.001

17 Sales / Total Assets 12.818 0.003

18 Net income / Fixed Assets 3.038 0.001

19 Quick assets / Current Liabilities 1.839 0.05

20 Revenue /Total Assets 12.818 0.003

Figure 1: Fraud Detection using K-Means & MLP in financial statement
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Figure 2: Chart view of deducting fraud in financial statement using K-Means & MLP we get this Accuracy and Timesec

Table 2
Accuracy and time taken (in sec) in k-means& MLP

Algorithms Accuracy (%) Time Taken (in secs.)

K-Means &MLP 98.7% 0.04

Figure 3: Accuracy
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Figure 4: Time Taken Sec

5. CONCLUSION

Data mining structure for prevention and detection of financial statement fraud in this study. The framework used in
this research follow the conventional flow of data mining. These informative variables are being used for implementing
association rule mining for prevention and three predictive mining techniques namely K-means,Multi-Level Feed
Forward Network, Genetic programming for detection of financial statement fraud-means produces best
accuracy(98.7%), time taken second(0.04) and specificity as compared with other two methods. These techniques
will detect the fraud in case of failure of prevention mechanism. Hence, the frame used in this study is able to
prevent fraudulent financial reporting and detect it if management of the association is capable of perpetrate financial
statement fraud despite the presence of anti fraud environment.
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