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Abstract: Technology is a double edged sword as it has its merits and demerits. Adoption of  tech tools in the
financial sector has transformed the banking industry and enhanced the convenience among the customers.
Availability of  smart phones has increased the accessibility of  banking services in a click of  a button. Despite
the advantages, the medium becomes more vulnerable to hackers. This paper discusses the overview of
nature of bank frauds in India.
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INTRODUCTION

The increased use of  third party applications and
technology has made the information of  users in the
Internet space vulnerable to hackers. Customers have
reached a period where they cannot avoid the technology.
Understanding the data of  the bank frauds gives the idea
in establishing policy decision in the part of  the banks.
Public image of  the banks is important in coping up the
tough competition in the banking sector. Security is one
of the prime factor that helps in retaining a customer
with the bank.

LITERATURE REVIEW

Awareness of  customer, staff  education, internal controls
play a major role in prevention of  fraud in electronic
banking(Usman & Shah, 2013). Fraud detection tools,
Fraud detection technology, cyber law , education is the
important factor in prevention of  electronic banking
fraud(Dzomira, 2014). Biometric authentication system
is most important one in preventing the fraud in the
electronic banking system(Fatima, 2011). Trust generation
is the important factor in the electronic banking
system(Munoz Leiva, Luque Martínez, & Sanchez
Fernández, 2010). Effective tools and techniques should

be needed to prevent electronic banking fraud (Wei, Li,
Cao, Ou, & Chen, 2013). Both customer and bank both
responsible for prevention of  fraud in the electronic
banking system(Adepoju & Alhassan, 2010). Hidden
Markov Model may be used to prevent fraud in the credit
cards electronic banking system(Iyer, Mohanpurkar,
Janardhan, Rathod, & Sardeshmukh, 2011). Cost, security
perceived risk, quality of  services play a major role in
adoption of  electronic banking system. (Taeb, 2012).

RESEARCH METHODOLOGY

Data is extracted from India stat data repository website
and analyzed using MS Excel. Bar charts are used to
understand the pictorial representation of  the data.

DATA ANALYSIS AND INTERPRETATION
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From the above chart ,we can infer that the number
of credit cards fraud is declining while the fraud amount
is not declining substantialy.

amount of  money. Banks have to concentrate on
innovative technology tools to monitor the risk of
the high value transactions.Awareness among the
customers regarding the hacking methods and safety
measures must be the prime step in controlling the bank
frauds.
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CONCLUSION
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